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1 Abstract

SURFnet is operating a hybrid network with botralRl lightpath services. The lightpath service iw aed there is not
much software available yet for managing this sErviThese lightpaths are also available on NethatLiEurope's
largest Optical Exchange located in Amsterdam wigabperated by SURFnet. This paper describespba standards
based software suite that was written to do tharply and monitoring of lightpaths. The softwarewk the NOC to
find optimal paths between two points in the netwand to make lightpath reservations. It also dbserseveral
monitoring tools that are used in both the SURFigtiid network and the NetherLight Optical Exchang
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3 Introduction

Many National Research and Educational NetworksEN® have started to deplaybrid networks. These networks
consist of a traditional routed IP part and an agiticircuit-switched part witHightpath services. Lightpaths are
dedicated high-speed point-to-point circuits witbagacity of typically one to ten Gbps and with lveidfined Quality
of Service (QoS) parameters. These lightpaths easetup between two points within the NREN, bub alerld wide
between different NRENSs. This is done by using €ptExchange Points like NetherLight.

3.1 SURFnet6

The hybrid SURFnet6 network is operational sineelibginning of 2006. It offers IPv4 and IPv6 unicasd multicast
as well as lightpath services. In order to be ableleliver these lightpath services SURFnet hasyszl 6000
kilometre of dark fiber and installed their own DWIand SDH equipment on it. The DWDM layer considft®Nortel's
Common Photonic Layer (CPL) which offers up to 7avelengths (lambdas) per fiber. As each wavelecgth
operate at 10 Gbps, a fiber can transport up toGB@fs. Some wavelengths are operated as 10 Gbyppdips, but
most of them are used by the SDH layer and subgivich (typically) 1 Gbps lightpaths. The Nortel OBEDO
equipment is used to provide customers with 1GEL@GE Ethernet connections. Lightpaths can be dffexe
unprotected or as protected circuits.

3.2 NetherLight

NetherLight is one of the largest Optical Exchanigethe world. An Optical Exchange Point is a carcation point
where organisations can connect their optical trassion lines (typically OC-192 lines) in order &ocommodate
lightpaths across several domains. NetherLight asapr exchange point plays an important role i world wide
optical networks. NetherLight participates in sevénternational projects:

* NetherLight is a participant in the Global Lambdgebrated Facility (GLIF). The GLIF participantsrjtly
make lambdas available as an integrated globalitfaédr use by scientists and projects involveddata-
intensive scientific research.



e NetherLight is also a partner in GLORIAD (Global ngi Network for Advanced Applications and
Development), which has built an optical ring ardtine globe.

4 Network Management in Optical Networks

Hybrid networks have opened a new territory for tMdRENs as they are now also responsible for ptanr@ind
monitoring the DWDM infrastructure and the lightpatervices on it. Existing network management tbalge several
shortcomings. Typically, they monitor individualtmerk equipment only. Equipment failure and intedabutages are
shown, but usually there is no link to the servited are affected by the fault. However, thisxaaly what is needed
for lightpath monitoring. A fault in the network $ido be correlated to the lightpaths. Ideally, tbsrelation is
automatically retrieved from the network. In orderaccomplish this, for each lightpath the netwettments and
interfaces used must be determined automatically.

This has lead to the following requirements for lightpath monitoring software:
overview of the status all lightpaths
mapping between lightpath and fiber spans (usetermine impact of planned work and fiber cuts)

autoconfiguration, autodiscovery

open, standards based

When planning a new lightpath the topology of tlework as well as information about the availalieeslots is
needed. Usually, all links in the network will alsave a metric to prefer certain links above otinds. A constrained
based shortest path first algorithm can then bd tsénd a path through the network.

5 Architecture

The software suite consists of several buildingkdo(see figure 1). SARA's TL1 Toolkit is used #dract the current
configuration information from the network equipmenhis information is stored in the Network St&tatabase. The
information that is retrieved from the network eknts is also used to automatically generate a igéiser of the

network. These modules are used by the Plannindveimitoring Server and the information is made kalde via web

services.
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Figure 1 Planning and Monitoring Software Architget

51 TL1Toolkit

The TL1 Toolkit [1] is a Perl Module written by SARand provides an easy interface to TL1 based eglip. It hides
the sometimes complex and difficult to understahd €ommands and output from the user. The TL1 Tibolfters a
high level Perl API, which allows a user to verygga&xecute TL1 commands on any TL1 capable deVibe. TL1



Toolkit will interpret the TL1 output and returnishoutput in a Perl data structures. This allowgtwork operator to
write different kinds of scripts and make use of L1 capabilities of the network device withoutvimg to worry
about the exact syntax.

The TL1 Toolkit offers a set of pre-defined functiowhich can be used to for example retrieve allctirrent alarms of
a network element, or to retrieve all the crosseatson a network element. These functions sugjifferent types of
equipment from different vendors. The output isine¢d in a standardized data structure, this meerighe user does
not need to worry about the different forms of atpnd parsing logic. Currently there are severatlgfined functions
for Nortel CPL (DWDM), Nortel OME6500, Nortel HDXand the Cisco ONS15454. The TL1 Toolkit has alsenbe
tested with Nortel OM5200 and Adva equipment. Muétidemonstration applications have been writte sis a TL1
MRTG plugin, a TL1 to SNMP trap script and a TLIgiwes plugin.

5.2 Network Description Language

The Network Description Language (NDL) frameworkbiing developed by the University of Amsterdam [2]s a
formal description of a network and is based on R[REsource Description Format), which is a semantb
technique. The planning and monitoring softwaresiseNDL file as input to determine the topology anoperties of
the network. The NDL file describes which netwol&neents are in the network, what kind of interfattés network
element has and some specific properties abouhtbdaces. This information is used by the plagrimd monitoring
software to get a detailed description of the nekvemd also to construct the network graph.

The NDL file is generated from information thatréfrieved from the network elements by using thd Toolkit and

an NDL Perl library [3]. The NDL generator scriggtrieves information such as the inventory andSB#H Section
Trace. This is used to determine the neighbouenadhterface in the network element. Section Tia@efeature in the
SDH and SONET protocol stack, which allows you émd a string in the overhead bytes. This stringsed to

represent the neighbouring interface. Once &l itifiormation is available it can be combined amentually be used
to create an NDL file. Currently the SURFnet6 NDIe £onsists of approximately 5000 lines of gereld¥IDL lines.

In figure 2, part of an NDL file is shown. The dewipart describes the device name and which icesfare in the
device. Next there is the description of all thesiifaces in the device. This contains the encapisnland the capacity
of the interface. If the encapsulation typestmet, then there is also a connectedTo definition detcribes the
neighbour.

<ndl : Devi ce rdf:about ="#LI s00la_one0l1">

<ndl : name>LI| s00la_one01</ ndl : nane>

<ndl : | ocat edAt rdf:resource="#SURFnet 6"/ >

<ndl : hasl nterface rdf:resource="#LI s00la_onme01:9/1"/>
</ ndl : Devi ce>

<ndl : I nterface rdf:about="#LI s0O0la_onme01: 9/1">
<ndl : name>L| s00la_one01: 9/ 1</ ndl : name>
<ndl : connect edTo rdf:resource="#Zl 001la_one01:5/1"/>
<ndl : capacity rdf:resource="#0C192"/ >
<ndl : encapsul ati on rdf:resource="#SONET"/ >
</ndl:Interface>

<ndl : Devi ce rdf:about ="#ZI 001a_onme01" >
<ndl : name>Z| 001a_one01</ ndl : name>
<ndl : | ocat edAt rdf:resource="#SURFnet 6"/ >
<ndl : hasl nterface rdf:resource="#Zl 00la_one01:1/1"/>
<ndl : hasl nterface rdf:resource="#Zl 00la_one01: 5/ 1"/ >
</ ndl : Devi ce>

<ndl : I nterface rdf:about="#Z 00la_one01: 5/ 1">
<ndl : name>Zl 001la_one01: 5/ 1</ ndl : name>
<ndl : connect edTo rdf:resource="#LI| s00la_one01: 9/ 1"/ >
<ndl : capacity rdf:resource="#0C192"/ >
<ndl : encapsul ati on rdf:resource="#SONET"/ >
</ndl:Interface>

Figure 2 Example NDL description



5.3 Network State Database

The Network State Database is used to store infiimmabout the network, like crossconnects andhaliaformation.
A crossconnect consists of an incoming and outgmitegface (and a switchmate for protected lighipaas well as the
associated timeslot information. This informatienperiodically retrieved from the network elemeunsing the TL1
Toolkit and is stored in the Network State Databa$e same principal is used for alarm informatibhis is necessary
in order to determine the operational state of mleéwork which is used by the monitoring softwaréghtpath
reservations are also stored in the Network Stataliase.

The Network State Database also contains stateniaftiton about the DWDM layer. Information about hdifferent
wavelengths are routed over the all-optical backbd periodically retrieved and stored in the dassb This
information provides the necessary data for gemgyaShared Risk Link Groups (SRLG). This is impoitt
information for planning protected lightpaths.

The Network State Database is currently implemehiedsing a MySQL database.

6 Lightpath planningin SURFnet6

The planning tool consists of a path finding modukéch will try to find an optimal path through tinetwork based on
several constraints. The resources to be usedhéopath can then be stored in the Network Stataliase and flagged
as reserved. The planning tool offers a web interta the user (see figure 3). The user is asketivioend-points, the
capacity and whether protection is needed. As @altradist of network elements is given in topolcaji order together
with timeslot information.

The NDL topology file contains information aboutvitees and interfaces and which interfaces are adadeto each

other. This information is read by the planningltdde topology information is stored in a graphadstructure. The
vertices of the graph are the device-interface doatlons and the edges of the graph are the lirksvden the

interfaces. The NDL file also stores informatioroabthe type and capacity of the interfaces. Th& Ii@erfaces with

no neighbour are the edge interfaces where cussoozer connect to. A list of these interfaces isenéed to the user
to choose as end-points of the lightpath.

The Network State Database contains informatioruatimeslots used on all the interfaces. This imfation is used to
prune those edges from the graph that do not rheetepacity constraints for the requested lightdasich edge is also
given a metric. This is used to prefer certain paththe network above others. These metrics asedan several
constraints. One of them is the amount of availaéibkeslots. Links with many available timeslots areferred above
links with few available timeslots.

A constrained based Dijkstra shortest path firgpathm is used to find a path between two endspirtthe network.
When the user requests a protected path, the Eijleégorithm is run twice. After the first shortgsith is found, the
network elements and interfaces used by that paghpeuned from the graph. In this modified grapk Dijkstra
algorithm is run for a second time to find a baclkgth that does not use network elements or irdesfdrom the
primary path. It is known that this does not alwagsult in a optimal set of paths. A future improment to the
algorithm would be to use a shortest cycle algorith

When the protected or unprotected path is foundthaduser is satisfied with the results, the istees and timeslots
used by the path can be reserved in the Netwotk Satabase.
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Figure 3 Lightpath planning in SURFnet6

7 Lightpath monitoring in NetherLight

The TL1 Toolkit is used to periodically retrieveaah and crossconnect information from the netwdeknents. The
alarms are related to specific interfaces and fiotgs The crossconnect information with the Circlit gives
information about the devices and interfaces usethé lightpaths. All this information is storedtime Network State
Database. This database also contains informakiontall the lightpaths.

The alarms are then correlated to the lightpatlisasna result a list of lightpaths is generateth wiirresponding status
information. This list gives an overview of all thghtpaths with a status oip or down. See figure 4 and [4]. Because
this list is generated by periodically retrievingfdrmation from the network elements, new lightsathppear
automatically without the need to edit any confaion files.

The list of lightpaths is presented as a web paigfe tive Circuit IDs as hyperlinks. These hyperligant to detailed

information about the lightpath. In this detailddw a list of all the network elements is showrg thterfaces that are
used and the timeslots used on those interfacaksdtshows on which interface an alarm is preaedta description of
the alarm.

A graphical presentation of the lightpath is giwowing the devices and interfaces that the lightpaes. The links
that are down are drawn in red.

This monitoring service was setup as an aid td fasblution. The overview page with all the lighutips is a quick way
to identify which lightpaths are down. Clicking tre lightpath gives more detailed information abihet section that is
probably affected. In this way the engineer camkjyizoom into the problem spot.
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Figure 4 Lightpath monitoring in NetherLight

8 FutureWork

The lightpath planning and monitoring software esuitill be developed further. The planning part viié enhanced
with Shared Risk Link Group (SLRG) support. SLRGs different links that are known to fail at theveamoment
when there is e.g. a fiber cut. Examples are fibesuse the same duct. The planning tool willayetay to associate a
SRLG with each link. Protected paths will get tteliional requirement that the primary and backathpmay not
have a SRLG in common.

The monitoring tool will be enhanced to also supftightpaths that cross several domains. This belldone by using
lightpath information from other domains. This dadone by sharing NDL files between domains oofiigring the
information via web services or both. The web pagleshow the true end-to-end lightpath informatiand will show
in which domain and section the problem is. Thilt & a great help in the inter-domain fault resiolu of lightpaths.

9 Conclusion

Lightpaths are a new concept and therefore themetisnuch out of the box software available yetw®adbuild our own
Planning and Monitoring suite based on open softveard standards. We are able to automaticallygattis through
the network and store these as reserved lightpatasNetwork State Database. For monitoring a websiows an
overview of all the lightpaths with associated alatatus information. All information is automatigaretrieved from
the network elements, so there is no need to addligatpaths to a configuration file. Newly prowsied lightpaths
appear automatically in the list of all lightpaths.
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